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INFORMATIVA PRIVACY DIPENDENTI E COLLABORATORI PER IL SISTEMA DI WHISTLEBLOWING 

 

ai sensi degli artt. 13 e 14 del Regolamento UE 2016/679 – GDPR e del D.Lgs. 10 marzo 

2023, n. 24  

 

La scrivente Tharsos S.r.l. comunica che, per l'instaurazione e la gestione del sistema di segnalazioni obbligatorio Whistleblowing, è 

titolare dei suoi dati qualificati come dati personali. 

 

Finalità del trattamento 
I dati personali sono trattati esclusivamente per: 

• ricevere, analizzare e gestire le segnalazioni di illeciti, violazioni o irregolarità presentate tramite il canale di whistleblowing; 

• svolgere le attività istruttorie e di verifica necessarie; 

• adottare eventuali misure correttive, disciplinari o organizzative; 

• adempiere a obblighi di legge e/o richieste delle Autorità competenti. 

Il trattamento dei dati personali connessi alle segnalazioni è effettuato in modo autonomo e separato rispetto ad altri trattamenti 

aziendali e non può essere utilizzato per finalità diverse da quelle previste dalla normativa sul whistleblowing. 

 

Modalità del trattamento e misure di sicurezza 
Il trattamento dei dati personali avviene prevalentemente mediante la piattaforma informatica di whistleblowing TeamSystem, messa 

a disposizione da TeamSystem S.p.A., che consente l’invio e la gestione delle segnalazioni anche in modalità anonima. 

Il trattamento è effettuato nel rispetto dei principi di liceità, correttezza, trasparenza, minimizzazione e riservatezza. 

Sono adottate misure tecniche e organizzative adeguate, tra cui: 

• crittografia dei dati e dei flussi informativi; 

• accessi profilati e tracciati; 

• segregazione dei dati relativi al whistleblowing rispetto ad altri trattamenti aziendali; 

• conservazione dei dati su infrastrutture conformi agli standard di sicurezza previsti dalla normativa vigente. 

 

Titolare del trattamento 
Il Titolare del trattamento è Tharsos S.r.l., società del settore privato, con sede legale in Corso Svizzera 185, Scala H, 10149, Torino 

(TO), P. IVA 10502170011, e-mail privacy@tharsos.it (di seguito, il “Titolare”). 

Il sistema di whistleblowing è adottato ai sensi del D.Lgs. 10 marzo 2023, n. 24. 

Indirizzi mail Responsabile della Protezione dei Dati (DPO): dpo@tharsos.it 

 

Base giuridica del trattamento 
Il trattamento dei dati personali si fonda su: 

• adempimento di un obbligo legale cui è soggetto il Titolare (art. 6, par. 1, lett. c GDPR; D.Lgs. 24/2023); 

• esecuzione di un compito di interesse pubblico o connesso all’esercizio di pubblici poteri, ove applicabile (art. 6, par. 1, lett. 

e GDPR); 

• per eventuali categorie particolari di dati, sulle condizioni di cui all’art. 9, par. 2, lett. g GDPR e alla normativa nazionale 

vigente. 

Il conferimento dei dati è facoltativo; tuttavia, l’eventuale rifiuto può rendere impossibile la gestione della segnalazione. 

 

Tipologie di dati trattati 

Nell’ambito del sistema di whistleblowing possono essere trattati: 

• dati identificativi del segnalante (qualora la segnalazione non sia anonima); 

• dati identificativi di persone coinvolte o menzionate nella segnalazione; 

• informazioni relative a fatti, condotte, eventi o circostanze oggetto della segnalazione; 

• eventuali dati appartenenti a categorie particolari ex art. 9 GDPR o dati relativi a condanne penali e reati ex art. 10 GDPR, 

nei limiti di quanto strettamente necessario. 

mailto:privacy@tharsos.it


 

 

MPGDPR0216 – Informativa Privacy Dipendenti e 

Collaboratori per il Sistema di Whistleblowing 
02/01/26  

 

MPGDPR0216_Informativa Privacy Dipendenti e Collaboratori per il Sistema di Whistleblowing_20260102.docx                                                               Pag. 2 

   

 

 

Soggetti autorizzati e destinatari dei dati 
I dati personali possono essere trattati esclusivamente da soggetti espressamente autorizzati dal Titolare e vincolati alla riservatezza, 

in particolare: 

• personale interno incaricato della gestione delle segnalazioni; 

• soggetti esterni nominati Responsabili del trattamento ai sensi dell’art. 28 GDPR, tra cui TeamSystem S.p.A., in qualità di 

fornitore della piattaforma di whistleblowing, nonché eventuali consulenti legali o professionisti incaricati; 

I dati possono essere comunicati alle Autorità competenti nei casi previsti dalla legge. 

 

Tutela della riservatezza del segnalante 
L’identità del segnalante non può essere rivelata, senza il suo consenso espresso, a soggetti diversi da quelli autorizzati a  ricevere o 

dare seguito alle segnalazioni, salvo i casi espressamente previsti dalla normativa vigente. 

Sono vietati atti di ritorsione di qualsiasi natura (ad es. licenziamento, demansionamento, mobbing) nei confronti del segnalante, ai 

sensi del D.Lgs. 24/2023. 

 

Periodo di conservazione dei dati 

In conformità all’art. 14 del D.Lgs. 24/2023, le segnalazioni e i relativi dati personali sono conservati per il tempo necessario alla 

gestione della segnalazione e comunque non oltre 5 anni dalla data di comunicazione dell’esito finale della procedura, salvo l’ulteriore 

conservazione necessaria per adempiere a obblighi di legge o per la tutela dei diritti del Titolare. 

 

Diritti degli interessati 
Gli interessati possono esercitare, nei limiti previsti dal GDPR e dal D.Lgs. 24/2023, i diritti di cui agli artt. 15-22 del GDPR, tra cui: 

• diritto di accesso; 

• diritto di rettifica; 

• diritto alla cancellazione; 

• diritto di limitazione del trattamento; 

• diritto di opposizione. 

L’esercizio di tali diritti può essere limitato qualora possa pregiudicare la riservatezza dell’identità del segnalante o l’efficacia delle 

verifiche. 

Le richieste possono essere inviate al Titolare ai recapiti indicati al punto 1. 

 

Diritto di reclamo 
Gli interessati hanno il diritto di proporre reclamo al Garante per la protezione dei dati personali, ai sensi dell’art. 77 GDPR, qualora 

ritengano che il trattamento dei dati personali avvenga in violazione della normativa vigente. 

 

Coordinamento con la Procedura Whistleblowing  
La presente Informativa Privacy deve essere letta congiuntamente alla Procedura Whistleblowing PR17 adottata dalla Società, che 

disciplina i canali di segnalazione, le modalità operative, i soggetti competenti e le fasi di gestione delle segnalazioni. 
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Presa visione dell’informativa 
La presente informativa è resa ai dipendenti e ai soggetti assimilati ai sensi della normativa vigente. 

Il dipendente dichiara di aver ricevuto, letto e compreso l’Informativa Privacy sul Whistleblowing e di essere stato informato delle 

modalità di trattamento dei dati personali, dei diritti riconosciuti dal GDPR e delle tutele previste dal D.Lgs. 24/2023. 

 

Dichiarazione di presa visione 

 
Il/La sottoscritto/a ________________________________ 

nato/a a ________________________ il ___ / ___ / ______ 

dichiara di aver preso visione dell’Informativa Privacy per il sistema di whistleblowing adottato dalla Società Tharsos. 

Luogo e data _______________________ 

Firma ______________________________ 

 

 

Torino, 02/01/2026 

 

 

Il Titolare del Trattamento                                 

Andrea Maria Maffei 

 

 

 

 ________________________________                            


